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BIS 3 upgrade
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• The updated migration plan can be found 
here: https://docs.peppol.eu/poacc/billing/3.0/migration/

• For all end-users after the Phase Out (2019-12-31) OpenPEPPOL will no longer support 
the use of Peppol BIS 5a and 4a (version 2.3 or their older versions) in any way. This 
includes maintenance of validation artefacts and service desk support. Any further use 
of Peppol BIS 5a and 4a is strongly discouraged and done at the Service Providers’ 
own risk.

• Derivatives - Peppol Authorities that have developed invoice Document Types that were 
derived from the Peppol BIS 5a or 4a, and have had those listed as Document types in the 
relevant code list according to the Peppol policy for identifiers, can continue to exchange 
invoices based on those specifications after the phase-out date mentioned in this 
Migration Policy.

https://docs.peppol.eu/poacc/billing/3.0/migration/
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Reporting in Peppol Network

Philip Helger



Context
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for Digital Traffic Reporting - DTR

DTR Governance

OpenPEPPOL DTR Collector

DTR BIS

SMPs …

APs



Goals
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• Describe Digital Traffic Reporting in the PEPPOL network

• Provide a technical representation of the Digital Traffic Report (DTR) message

• The BIS applies to all AP Providers, independent of the transport protocols they support.

Service Metadata Publisher (SMP) providers and others don’t need to issue a DTR.

• Two basic parties are involved

Reporter as the sender of a DTR and

a PEPPOL Authority as the receiver of the DTR



Process
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1. A PEPPOL AP submits a DTR to a PEPPOL Authority containing the digital traffic 
volumes collected within a defined traffic period.

2. The PEPPOL Authority may gather additional information elements e.g. on SMP 
providers from different sources.

3. The PEPPOL Authority will collect and evaluate the received DTRs and may provide 
parts of the gathered data and insights to other PEPPOL authorities.



In scope of the BIS
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Part 1

• General Rules
All values MUST be collected separately for incoming and outgoing transactions.

• Identify Senders and Receivers
The reporter MUST provide the total number of effective distinct senders and effective distinct 
receivers.

The reporter MUST provide the list of effective distinct senders and effective distinct receivers.

• Identify exchanged Quantities
The reporter MUST provide the total number of sent and received documents, independent of the 
participants and the document types.

The reporter MAY provide the total number of exchanged documents per sender and receiver, 
independent of the document types.

• Identify exchanged Transport Protocols
The reporter MUST provide the total number of documents per transport protocol, independent of the 
participants and the document types.



In scope of the BIS
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Part 2

• Identify exchanged Document Types

The reporter MUST provide the total number of documents per document type, independent of 
the participants.

The reporter MAY provide the total number of documents per sender and per document type.

The reporter MAY provide the total number of documents per receiver and per document type.

• Identify Locality of the exchanged documents

The reporter MAY provide the total number of cross-border and domestic exchanges, 
independent of the participants and the document types.

The reporter MAY provide the total number 3-corner and 4-corner model exchanges, 
independent of the participants and the document types.



Out of scope of the BIS
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• The definition of the traffic reporting period.

• The declaration of the digital traffic report receiver participant identifier.

• The responsibilities and requirements for the receiver of the DTRs.

• Additional governance aspects for the receiver of the DTRs.

• The rules for identifying the country code from a participant identifier.



Data
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Part 1

• Incoming vs. Outgoing transaction

For the sending AP of a document exchange, all transactions count as outgoing.

For the receiving AP of a document exchange, all transactions count as incoming.

If an AP is sending and receiving with a traffic reporting period, the numbers for outgoing and 
incoming transactions need to be counted separately.

• Transport Protocol

Is obtained implicitly from the communication channel in use.

• Sender ID, Receiver ID, Document Type ID

Sending: Information is available for the SMP lookup.
Alternatively it can be obtained by inspecting the SBDH envelope.

Receiving: Can be retrieved from the SBDH envelope.

Note: Data extraction rules from SBDH are defined.



Data
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Part 2

• Sender and Receiver Country Code

The country code can be determined from the respective participant identifier schemes (as in 
0184 or 9914).
This method is not 100% exact, but close to.

The exact rules for extracting the country code from the participant identifier schemes is not 
defined in the BIS.

• Domestic vs. Cross-border transaction

A transaction is considered domestic, if Sender and Receiver Country Code are identical, 
otherwise it is a cross-border transaction.

If the sending AP and the receiving AP share the same PEPPOL Access Point certificate it is 
considered a 3-corner transaction, otherwise it is a 4-corner transaction.



XML representation
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Suggestion only



Alternative approach
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Batch event transmission

• List of the following fields for the reporting period

Date and time (in UTC)

Direction (incoming or outgoing)

Other AP Certificate Subject DN (our AP Certificate is contained)

Sender ID country (Sender ID directly would be better - allowed by GDPR?)

Receiver ID country (Receiver ID directly would be better - allowed by GDPR?)

Transport protocol

Document type ID

Process ID



Poll
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• Aggregate data on AP side

Potentially error prone

Less privacy concerns

• Alternatively provide an event stream

Potentially data privacy issues

Easier to collect and send
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Clearance in Peppol network

Ahti Allikas



CTC models
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CTC = Continuous Transaction Controls*

CLEARANCE

Approval of transactions pre-

issuance and validation post-receipt:

• Chile 

• Mexico 

• Turkey 

• Italy 

Variations: (1) hard / soft clearance 

& (2) outsourced / inhouse clearance

Fully digital exchange of any 

transaction documents via interop:

• Australia 

• Finland 

• Singapore 

• Switzerland 

Variations: (1) domestic framework 

and (2) Peppol framework

Transactions in public procurement 

exchanged with a predefined 

infrastructure:

• EU Member States

• Singapore 

Variations: single infrastructure (1) 

with Peppol and (2) without Peppol

Submission of transactional data in 

near-time after issuance

• Hungary 

• South Korea

• Taiwan

• Greece (possibly)

Variations: (1) supplier only and 

(2) both supplier and buyer

B2G e-INVOICING REAL-TIME REPORTINGINTEROPERABILITY

* For the term, see International Chamber of Commerce (ICC) document “Practice Principles for Implementation of Continuous Transaction Controls (CTCs) by Tax Authorities”



The Peppol four-corner model
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Must send valid 
Peppol BIS documents

Receives Peppol
BIS documents

1

Prepare
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Service Provider

4

3

Receiver
Service Provider

Exchange of Peppol 
BIS documents 

between 
Service Providers 
with access points

Business agreement

SML Address registry

SMP Capability look-up

Process

Sender Receiver



How to integrate CTC in the Peppol four-corner model?
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How to integrate CTC in the Peppol four-corner model?
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TAX

Central Platform

Exchange of Peppol 
BIS documents 

between 
Service Providers 
with access points

Receives tax relevant 
Peppol BIS documents



How to integrate CTC in the 
Peppol four-corner model?
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• Primary option: Outsourced Clearance

Peppol Service Providers act on behalf of 
the local Tax Administration

Service providers send tax relevant subset 
of Peppol BIS documents to the local Tax 
Administration

The central platform – the fifth corner – is 
the government’s analytics data vault

Enables capturing of tax relevant 
information from invoices AND other 
business documents such as orders, 
despatch advises, goods receipt notes 
and payment instructions

• Other options are up for consideration

Possibility also to support already 
established clearance and reporting models



Why use Peppol for CTC?
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• Benefits for the governments

Real-time control of tax obligations

High-performance and maintenance 
actions put on accredited external parties

No need for special SME support

Scales to other business document types

Handles cross-border transactions



Why use Peppol for CTC?
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• Benefits for the governments

• Benefits for the taxpayers

Flexibility in choice of Service Provider, 
reduced supplier lock-in

Flexibility to work with preferred formats 
and communication protocols

Full benefits of end-to-end process 
automation with rich information content

Service Level Agreements upheld by the 
Service Providers



Why use Peppol for CTC?
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• Benefits for the governments

• Benefits for the taxpayers

• The proposal is fully aligned with the 
International Chamber of Commerce 
(ICC) document “Practice Principles for 
Implementation of Continuous Transaction 
Controls (CTCs) by Tax Authorities”
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